Политика безопасности на фирмах букмекерского формата

**Описание объекта защиты:**

1. Пользователи системы ( любые зарегистрированные аккаунты на букмекерских сайтах)
2. Работники системы( менеджеры, консультанты, консультанты-обзорщики)
3. Аккаунты всех пользователей
4. Депозитные счета пользователей

**Цели и задачи по обеспечению информационной безопасностью:**

1. Выявление угроз (потенциальных угроз)
2. Устранение угроз
3. Отслеживание аккаунтов с подозрением на кибератаку
4. Предотвращение инцидентов

**Модели угроз:**

1. Главная угроза-выходцы из стран третьего мира
2. Выходцы США
3. Пользователи , отсидевшие в колониях строгого режима
4. Киберпреступники
5. Пользователи, зарегистрировавшиеся под несуществующим ФИО
6. Конкурирующие фирмы

**Организационная основа деятельности по обеспечении инф. Безопасности:**

1. Разработка инф. Моделей угроз
2. Внедрение технического аппарата по выявлению нарушителей
3. Внедрение технического аппарата по выявлению и устранению угроз

Ответственный по выявлению нарушителей- зам. Директора по инф. Безопасности фирмы

Ответственный по выявлению угроз-ген. Директор инф. Безопасности .